Course Code: MCA-253 Course Name: Cyber Security and Cyber Laws

**Assignment - 1**

(Based on Unit – I and Unit - II)

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
|  | |  | | | | |  |
| Sr. No. | | **Question** | BTL | CO | Marks | | |
| 1 | | The preservation of the functionality of IT systems, especially those that are critical or vital to our societies, is at the top of the political agenda as the number of cyber incidents increases globally. Improving cybersecurity in both the public and private sectors is essential for the future.  It is now a commonly held belief that these escalating threats do not halt at state borders.  In contrast to law enforcement efforts against physical crime, international cooperation in the battle against cyber-attacks and cyber-incidents appears to be in its infancy.  Frequently, both the perception and initial response to an IT or cyber incident occur at the national level, either by private stakeholders or by state authorities. In light of this, **Discuss the impact of one major cybercrime on international level and write a research paper on it**. Discuss how the cyber incidents described differ in scope, in the amount of damage caused, and in many other respects, and how they had a significant impact on society. | BTL4 | CO2 | 40 | | |
|  | |  | | | | |  |
|  | |  | | | | |  |
|  | |  | | | | |  |
|  | |  | | | | |  |
|  | |  | | | | |  |
|  | |  | | | | |  |